
Industry leading DevSecOps​

RELEASE 3

CitizenOne

Admin/configuration

of C1-R3 is built-in

Engineered with the
technology stack used by...

portagecybertech.com/citizenone

Supports integration
with the Credential
Engine - which can
issue and verify 
digital credentials

Single or multi-tenant

deployment provides

flexibility.

API-first design - the

system can be used as

an integration within the

environment of your

choice 

WCAG 2.1 Level AA

Compliant

Self-service addition

of services by your

system administrator

Computing resources

footprint reduced by an

order of magnitude 

Built-in accessibility

testing capability​

Scalable from municipal

through national level

deployments 

High Availablility design

and hosting with built-

in Disaster Recovery 

Designed to support

Protected-B deployment 

Typical hosting on
Azure in two zones,
with CloudFlare Web
Application Firewall
(WAF) and Content Data
Network (CDN) 

Full infrastructure monitoring,

alerting & advanced logging​

Bring your own monitoring,

SIEM or threat intelligence tool ​

Automated load testing –

100,000 to 1m to 10m+​

Automated regression

testing – 90% code coverage​

Security scanning with

every release​

Cloud native - CSP agnostic​

HA, DR & WAF come

as ​standard

CIAM built for public sector challenges

https://www.portagecybertech.com/en/solutions/citizenone
https://www.portagecybertech.com/en/solutions/citizenone

